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**Формат экзамена** - *офлайн*

**Темы экзаменационных вопросов (программа)**

**1. Информационная безопасность: что ей угрожает и как с этим бороться**

**2. Криптография и защита данных**

**3. Защита сетей и коммуникаций**

# **4. DDoS-атаки в 2022 и методы защиты от них**

**5. Управление Безопасностью в Организации**

**Политики Информационной Безопасности**

**6. МЕТОД РАСЧЕТА РИСКА ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ**

**7. План реагирования на инциденты кибербезопасности: что это и почему он нужен каждой организации**

8.

9.

10.

.................